Evaluation of the driving licence rules
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Eurosmart, the voice of the digital security industry represents amongst others, manufacturers of secure elements, semiconductors, smart cards and secure software.

Eurosmart and its members are fully committed to achieving the highest level of trust and security in the fields of physical and digital ID documents.

The evaluation conducted by the European Commission aims at assessing whether the specific objectives of the Directive 2006/126/EC have been achieved. Eurosmart would like to provide its feedback on the security of driving licence document and progress to be achieved with regards to digitalisation and citizen’s mobility requirements.

Strengthen the security features for driving licence document

The third Driving Licence Directive from 2006 imposes a common standard format and security features. In several EU Member States where ID card is voluntary, the Driving licence can take over the function of the ID-Card. In other words, the driving licence may be used to prove the identity of an individual.

The new regulation on strengthening the security of ID cards and of residence documents, which has been adopted in 2019, introduces harmonised and stronger security for ID cards to reduce identity fraud. Hence, the security level of ID documents (driving licences, ID Cards and residence documents should be aligned and equal.

A secure element (chip) should be at least recommended for the uniform format for the European driving licence. This option would align the security level of the driving licence with the ID card. The annex 1 of the 2006 directive mentioning the provisions related to the EU driving licence model should be updated accordingly. Technical specifications should be in accordance with ISO/IEC 18013 standards in parallel with European specifications.

These security enhancements which are similar to the EU ID card security features, will allow effective controls of the Driving Licence across the European Union. For instance, national authorities will be able to swiftly control driving licence issued by another Member States with a high level of confidence, thereby facilitating control procedures and strengthening security throughout the European Union.

It is as well a key opportunity for Member States which recognised the driving licence as a proof of identity to reduce the risk of fraud or counterfeiting.
Evaluation and assurance level

To ensure a constancy with other legislation (e.g. eTachograph regulation EC/2135/1998, Identity Card and residence document 2006/126/EC) the Driving Licence secure element (chip) must be certified against the EAL4+ evaluation assurance level.

A step further can be achieved towards digitalisation of driving licence to encourage European Citizen’s mobility. Mobile application as “companion” could be used for dematerialised driving licence and should benefit from the same legal value. The security level of the mobile application should be comparable to physical documents. Therefore, Eurosmart recommends the certification of the mobile application within the SOG-IS framework reaching the VAN3.
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