Certification must keep running in times of COVID-19

Extraordinary Communication – 27 March 2020

EUROSMART would like to ensure during the COVID-19 crisis that normal service with respect to security certification can be maintained.

Certification is an essential part of the industry business: it provides customers with proof point on the security of our products and services. Certification is also a key part of the government procurement process.

The security of the products should remain a top priority even in times of crisis. For EUROSMART members, security is of highest importance: it will not be compromised even during the most difficult circumstances. This why measures should be adopted to support business continuity and the high level of quality with respect to security certification.

Therefore, EUROSMART calls on the Certification Bodies to adopt as soon as possible the following measures:

- Support the home office and social distancing initiatives of the laboratories (as long as they respect the security practices of the schemes);
- Give further dispensations where gaps occur in certification renewals;
- Temporarily suspend the link between site audits and product approvals for sites that are due an audit renewal;
- Work with the companies to find a work around for new sites that have not completed the audit process.

In addition, Eurosmart would like to point out that Certification Bodies must align their positions on this issue at SOG-IS-MC level to avoid bias across the schemes.
About us

EUROSMART, the Voice of the Digital Security Industry, is an international non-profit association located in Brussels, representing the Digital Security Industry for multisector applications. Founded in 1995, the association is committed to expanding the world’s Digital secure devices market, developing smart security standards and continuously improving the quality of security applications.

Our members

Members are designers or manufacturers of secure elements, semiconductors, smart cards, systems on chip, High Security Hardware and terminals, biometric technology providers, system integrators, secure software and application developers and issuers. Members are also involved in security evaluation as laboratories, consulting companies, research organisations and associations.

EUROSMART members are companies (BCA, Bureau Veritas, Fingerprint Cards, G+D Mobile Security, GS TAG, IDEMIA, IN GROUPE, Infineon Technologies, Inside Secure, Linxens, Nected, NXP Semiconductors, +1D, Prove & Run, Qualcomm, Real Casa de la Moneda, Samsung, Sanoïa, Sarapis, SGS, STMicroelectronics, Thales, Tiempo Secure, Toshiba, Trusted Objects, WISekey, Winbond, Xilinx), laboratories (Brightsight, Cabinet Louis Reynaud, CEA-Leti, Jtsec, Keolabs, Red Alert Labs, Serma), consulting companies (Internet of Trust, Trust CB), research organisations (Fraunhofer AISEC, Institut Mines-Telecom - IMT, ISEN - Institut Supérieur de l’Électronique et du Numérique Toulon), associations (SCS Innovation cluster, Smart Payment Association, SPAC, Mobismart, Danish Biometrics).

EUROSMART is member of several European Commission’s groups of experts: Radio Equipment Directive, eCall, Multistakeholder platform for ICT standardisation and Product Liability.

EUROSMART and its members are also active in many other security initiatives and umbrella organisations at EU-level, like CEN-CENELEC, ECIL, ETSI, ECSO, ESIA, ETSI, GP, ISO, SIA, TCG and others.