Leveraging the 5G SIM for enhanced subscriber privacy

Eurosmart welcomes the initiative of Trusted Connectivity Alliance (TCA) to leverage the capabilities of the 5G SIM / eSIM to enhance subscriber privacy. In previous network generations (2G, 3G, 4G), the identifier of the subscriber, aka IMSI, is transmitted in clear text over the air interface and hence is subject to certain threats. So called IMSI catchers can be obtained easily at relatively low cost and are used by attackers to get hold of the IMSI and consequently retrieve valuable and highly private information such as the location of the subscriber, the SMS sent or even data being transferred.

In 5G, this security weakness is addressed. The 5G successor of the IMSI, the Subscriber Permanent Identifier (SUPI), can be encrypted and transmitted over air as a Subscriber Concealed Identifier (SUCI). The key used to encrypt the SUPI is securely stored within the 5G SIM / eSIM. According to the 3GPP specifications, the encryption procedure as such can either be performed within the device or within the 5G SIM / eSIM.

TCA created a whitepaper stating that there are certain scenarios where SUPI encryption is not activated - either on the network side or within the device. Eurosmart supports the TCA position that protection of the subscriber privacy, i.e. the encryption of the SUPI, shall be made mandatory. Respective regulatory measures should be put in place to guarantee that this important feature is activated throughout the EU. Eurosmart further agrees with TCA that performing the SUPI encryption and thus the security relevant operation within the 5G SIM / eSIM has huge advantages. By mandating the encryption to be done within the 5G SIM / eSIM, the sensitive key used for the encryption does not need to be transferred to the mobile device and remains within a secure environment.

The Mobile Network Operator (MNO) is responsible for the security of the network and the protection of the subscriber. The MNO owns and controls the 5G SIM / eSIM configuration. If the SUCI calculation is done within the 5G SIM / eSIM, the MNO will own the security and privacy of the SUPI end-to-end, i.e. from the 5G SIM / eSIM to the network. On the contrary, devices are under the control of the device manufacturers, thus responsibility for subscriber privacy will be split between the MNO and the device manufacturer in case the SUCI calculation is done within the device.

Making sure that subscriber privacy is applied appropriately and interoperable across all different devices (e.g. different models from different manufacturers, devices for consumers or the IoT) within the network of the MNO is a challenge. Providing the SUCI calculation within the 5G SIM / eSIM will therefore reduce fragmentation and increase interoperability.

Furthermore, beyond supporting the privacy of users, the encryption of SUPI is also relevant to cybersecurity of critical infrastructures. 5G is instrumental for the advent of future technologies such
as IoT, connected car, or Industry 4.0. Weaknesses in the network architecture allowing to locate a connected device, or even intercept some of its communication could be exploited to threaten the security of critical infrastructures. For instance, it could become possible for an attacker to impersonate another device or to tamper with its rightful communication. In that respect, this issue shall also be considered in the light of cybersecurity and shall be taken into consideration when (1) assessing the security of 5G networks and (2) for the implementation of the NIS Directive within Member States.

Taking into consideration these threats, both to the privacy of user but also to the security and resilience of critical infrastructures and Operator of Essential Services (OES), Eurosmart calls for:

- the definition of an ad hoc security certification scheme covering SUPI encryption within 5G SIM / eSIM under the Cybersecurity Act (CSA), taking into consideration the constraints of the market;
- regulatory act mandating (1) SUPI to be encrypted within the 5G SIM / eSIM, and (2) 5G SIM / eSIM to be mandatorily security certified, to demonstrate its security capabilities.

**In Summary**

Eurosmart echoes TCA’s position that (1) protection of the 5G subscriber permanent identifier (SUPI) shall be made mandatory and (2) performing the subscriber privacy related encryption (SUCI calculation) shall be done within the 5G SIM / eSIM. Eurosmart also highlights that these issues have direct consequences on the cybersecurity and resilience of critical infrastructures and Operator of Essential Services (OES), and as such shall also be considered in the light of cybersecurity legislation (NIS Directive).

In addition, Eurosmart believes that respective regulatory measures should be put in place to:

- define an ad hoc security certification scheme covering SUPI encryption within 5G SIM / eSIM under the Cybersecurity Act (CSA), taking into consideration the constraints of the market;
- require (1) SUPI to be encrypted within the 5G SIM / eSIM, and (2) 5G SIM / eSIM to be mandatorily security certified, to demonstrate its security capabilities.
Abbreviations


eSIM embedded Subscriber Identity Module

IMSI International Mobile Subscriber Identity

IoT Internet Of Thing

MNO Mobile Network Operator


OES Operator Of Essential services

SIM Subscriber Identity Module

SMS Short Message Service

SUCI Subscriber Concealed Identifier

SUPI Subscriber permanent identifier

TCA Trusted Connectivity Alliance
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